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DEeramarioN, Torts aND THE CDA 37.05[11[A]

solution too would destroy the medium. Further, in contrast
to traditional print articles, it simply is not possible to edit
thousands of threads of anonymous conversations with any
degree of confidence that the context of the message—and by
extension any potentially defamatory statement—would be
understood. Ultimately, online chat rooms and bulletin
boards more closely resemble conversations in a town square
or on a large party line, than carefully thought out, rigor-
ously edited articles in a print magazine.®

37.05 The Good Samaritan Exemption (Section 230 of
the CDA)

37.05[1] In General

37.05[1][A] Scope, Exclusions and Legislative
Purpose

Congress, in the Telecommunications Act of 1996,' ex-
pressly overruled the Stratton Oakmont v. Prodigy Services,
Inc.? decision discussed in section 37.04[3]. 47 U.S.C.A.
§ 230(c)—captioned in the legislation as “Protection for ‘Good
Samaritan’ blocking and screening of offensive material” and
colloquially referred to by most courts as the CDA>—contains
three main provisions set forth in two subparts. Subpart
230(c)(1) was intended to overrule the Stratton Oakmont de-

®See Ian C. Ballon, Pinning the Blame in Cyberspace: Towards A
Coherent Theory for Imposing Vicarious Copyright, Trademark and Tort
Liability for Conduct Occurring Over the Internet, 18 Hastings J. Com-
munications & Ent. L. 729, 759 (1996).

[Section 37.05[11[A]]

147 U.S.CA. § 230(c).

2Stratton Oakmont, Inc. v. Prodigy Services Co., 23 Media L. Rep.
(BNA) 1794, 1995 WL 323710 (Nassau County, N.Y. Sup. Ct. May 26,
1995); see generally supra § 37.04[3] (analyzing the case).

¥Section 230 was added to the Telecommunications Act of 1934 by
the Telecommunications Act of 1996, in a part of the statute also referred
to as the Communications Decency Act (or CDA). The bulk of the CDA,
other than section 230, which was codified at 47 U.S.C.A. § 223, addressed
criminal sanctions for adult material made accessible to minors and was
largely struck down by the U.S. Supreme Court as unconstitutional in
Reno v. American Civil Liberties Union, 521 U.S. 844 (1997); see infra
§ 41.02.

Section 230 (which was section 509 of the Telecommunications Act
of 1996) is frequently referred to by courts as the Communications Decency
Act, or CDA, and occasionally as section 230 of the Telecommunications
Act of 1934 (although, of course, there was no Internet in 1934).

Pub. 12/2021 37-157
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37.05[1][A] E-CoMMERCE AND INTERNET Law

cision, while subpart 230(c)(2)(A) broadly exempts any ac-
tion undertaken in good faith to restrict access to or the
availability of certain offensive material (to create an incen-
tive for interactive computer service providers and users to
voluntarily screen and block certain objectionable material),
and subpart 230(c)(2)(B), which was added by a later amend-
ment, exempts any action taken to enable or make available
the technical means to do so (such as filtering tools)—in
other words, liability imposed for doing the very things that
Prodigy did in the Stratton Oakmont case that had led to
liability. In fact, the provisions of the Good Samaritan
exemption reach more broadly than the specific objectives
that prompted enactment of the law.

Section 230 provides immunity from liability, not im-
munity from suit.*

Subpart 230(c)(1) provides that “[n]o provider or user of an
interactive computer service® shall be treated as the pub-

The first edition of this treatise referred to section 230 as the Good
Samaritan exemption, reflecting the caption used by Congress in the
Telecommunications Act of 1996, although technically, as discussed below,
only section 230(c)(2) provides a “Good Samaritan” exemption for
undertaking action not otherwise required, whereas section 230(c)(1)—
which is the provision most commonly litigated—requires no action at all
by an interactive computer service provider or user to benefit from the im-
munity it provides. Referring to section 230 as the “CDA” is likewise an
incomplete characterization of section 230 for the same reason. Section
203(c)(2) is the only part that deals with “communications decency”—
encouraging Good Samaritan measures to restrict access to certain mate-
rial that, while lawful, could be viewed as objectionable—whereas section
230(c)(1) (which creates an exemption from liability for publishing or
speaking content originating with a third party) is agnostic to decency.
Indeed, the immunity created by section 230(c)(1) would apply equally to
decent or indecent content (so long as not obscene or otherwise prohibited
by federal criminal law).

In this edition, section 230 is referred to by its colloquial name—the
CDA—Dbut, to avoid confusion with the criminal provisions of the statute
addressed in chapter 41, it is also referred to as the Good Samaritan
exemption created by the Telecommunications Act of 1996.

4General Steel Domestic Sales, L.L.C. v. Chumley, 840 F.3d 1178
(10th Cir. 2016) (dismissing appellant’s appeal).

®An interactive computer service is defined under the Act as “any in-
formation service, system, or access software provider that provides or
enables computer access by multiple users to a computer server, including
specifically a service or system that provides access to the Internet . . . .”
47 U.S.C.A. § 230(f)(2). An access software provider is defined as “a
provider of software . . . or enabling tools that do any of the following: (A)

37-158
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DEeramarioN, Torts aAND THE CDA 37.05[11[A]

lisher or speaker® of any information provided by another in-
formation content provider.”” Section 230(c)(1) is a self-
executing provision that was intended to overrule Stratton-
Oakmont and any other similar case that would hinder the
development of Internet commerce by imposing liability stan-
dards on intermediaries that would deter them from operat-
ing online. By its terms, the exemption created by subpart
230(c)(1) applies to any claim—not merely defamation—
where liability is sought to be imposed on someone as the
publisher or speaker of information provided by someone
else, and is self-executing.

Courts subsequently have broadly construed subpart

filter, screen, allow or disallow content; (B) pick, choose, analyze, or digest
content; or (C) transmit, receive, display, forward, cache, search, subset,
organize, or translate content.” 47 U.S.C.A. § 230(f)(4).

®The term publisher or speaker is not defined in the statute. The
Fourth Circuit, in the first case to construe the CDA, interpreted the term
to encompass both traditional publisher and distributor liability — reading
publisher or speaker broadly to apply to any speech, as well as any
traditional editorial functions. Zeran v. America Online, Inc., 129 F.3d
327, 330-33 (4th Cir. 1997), cert. denied, 524 U.S. 937 (1998). The Fourth
Circuit concluded that section 230 “precludes courts from entertaining
claims that would place a computer service provider in a publisher’s role.
Thus, lawsuits seeking to hold a service provider liable for its exercise of a
publisher’s traditional editorial functions—such as deciding whether to
publish, withdraw, postpone or alter content—are barred.” 129 F.3d at
330. The D.C. Circuit reached a similar conclusion 17 years later by ap-
plying the “ordinary meaning” to publisher:

“one that makes public,” and “the reproducer of a work intended for public
consumption.” WEBSTER’S THIRD NEW INTERNATIONAL DICTIONARY
1837 (1981); c¢f. also RESTATEMENT (SECOND) OF TORTS § 577 (1977)
(“Publication of defamatory matter” means both the communication of, and the
failure to remove, the relevant content.). Indeed, the very essence of publishing
is making the decision whether to print or retract a given piece of content
L)
Klayman v. Zuckerberg, 753 F.3d 1354, 1359 (D.C. Cir. 2014) (holding
negligence and intentional assault claims against Facebook and its founder
preempted by the CDA because neither defendant created or provided the
Third Palestinian Intifada Facebook page at issue in the suit, which alleg-
edly promoted religious hate and violence).

In Fields v. Twitter, Inc., 217 F. Supp. 3d 1116, 1127-29 (N.D. Cal.
2016), aff’d on other grounds, 881 F.3d 739 (9th Cir. 2018), the court held
that Twitter acted as a publisher of Direct Messages sent by users, even
though those messages are private and not available for public view,
because the term publisher under the CDA should be broadly construed.

"An information content provider is defined as “any person or entity
that is responsible, in whole or part, for the creation or development of in-
formation provided through the Internet or any other interactive com-
puter service.” 47 U.S.C.A. § 230(f)(3).

Pub. 12/2021 37-159
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37.05[1][A] E-CoMMERCE AND INTERNET Law

230(c)(1) to preempt or otherwise provide immunity from
virtually all speech-based claims (not merely defamation)
brought against interactive computer services or users for
content created by others. As articulated by the Second
Circuit, “[iln light of Congress’s objectives, the Circuits are
in general agreement that the text of Section 230(c)(1) should
be construed broadly in favor of immunity.”® Section 230(c)(1)
“applies not only to defamation claims, where publication is
an explicit element, but also to claims where ‘the duty that
the plaintiff alleges the defendant violated derives from the
defendant’s status or conduct as a publisher or speaker.” ™
The issue litigated in subsection 230(c)(1) cases therefore
frequently is whether a given defendant should be treated as
an information content provider, in which case the exemp-
tion is not available, or merely the publisher or speaker of
information provided by another information content
provider. Depending on the facts of a given case, an interac-
tive computer service provider or user potentially may even
be treated as an information content provider with respect
to some content or business functions, while enjoying Good

8Force v. Facebook, Inc., 934 F.3d 53, 64 (2d Cir. 2019) (citing FTC v.
LeadClick Media, LLC, 838 F.3d 158, 173 (2d Cir. 2016) (collecting cases)),
cert. denied, 140 S. Ct. 2761 (2020); Marshall’s Locksmith Serv. Inc. v.
Google, LLC, 925 F.3d 1263, 1267 (D.C. Cir. 2019) (“Congress inten[ded] to
confer broad immunity for the re-publication of third-party content.”);
Jane Doe No. 1 v. Backpage.com, LLC, 817 F.3d 12, 18 (1st Cir. 2016)
(“There has been near-universal agreement that section 230 should not be
construed grudgingly.”); Jones v. Dirty World Entm’t Recordings LLC, 755
F.3d 398, 408 (6th Cir. 2014) (“[Cllose cases . . . must be resolved in favor
of immunity.”) (quoting Fair Housing Council v. Roommates.com, LLC,
521 F.3d 1157, 1174 (9th Cir. 2008) (en banc)); Doe v. MySpace, Inc., 528
F.3d 413, 418 (5th Cir. 2008) (“Courts have construed the immunity provi-
sions in § 230 broadly in all cases arising from the publication of user-
generated content.”); Almeida v. Amazon.com, Inc., 456 F.3d 1316, 1321
(11th Cir. 2006) (“The majority of federal circuits have interpreted [Sec-
tion 230] to establish broad . . .immunity.”); Carafano v. Metrosplash.com,
Inc., 339 F.3d 1119, 1123 (9th Cir. 2003) (“§ 230(c) provides broad im-
munity for publishing content provided primarily by third parties.”) (cita-
tion omitted); Zeran v. America Online, Inc., 129 F.3d 327, 330 (4th Cir.
1997) (“Congress recognized the threat that tort-based lawsuits pose to
freedom of speech in the new and burgeoning Internet medium.”), cert.
denied, 524 U.S. 937 (1998).

®Force v. Facebook, Inc., 934 F.3d 53, 64 n.18 (2d Cir. 2019) (quoting
FTC v. LeadClick Media, LLC, 838 F.3d 158, 175 (2d Cir. 2016) (quoting
Barnes v. Yahoo!, Inc., 570 F.3d 1096, 1102 (9th Cir. 2009)) (emphasis
added) (internal quotation marks omitted)), cert. denied, 140 S. Ct. 2761
(2020).
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DEeramarioN, Torts aND THE CDA 37.05[11[A]

Samaritan immunity from liability for others."
Subpart (c)(2) of section 230 provides that:

No provider or user of an interactive computer service shall be
held liable on account of—

(A) any action voluntarily taken in good faith to restrict ac-
cess to or availability of material that the provider or
user considers to be obscene, lewd, lascivious, filthy,
excessively violent, harassing, or otherwise objection-
able, whether or not such material is constitutionally
protected; or

(B) any action taken to enable or make available to infor-
mation content providers or others the technical means
Fcl))l;gestrict access to material described in paragraph:

Subpart 230(c)(2)(B) exempts providers or users of interac-
tive computer services from liability on account of “any ac-
tion taken to enable or make available to information content
providers or otherwise the technical means to restrict access
to material described in paragraph: (1)” which really should
mean subpart 230(c)(2)(A). This provision addresses a very
specific, narrow issue (the provision of screening software or
other tools) that, unlike subparts (c)(1) and (c)(2)(A), arises
only infrequently."

Subpart (c)(2)(A) inverts the common law rules on distrib-
utor and publisher liability by immunizing conduct under-
taken to monitor or screen content. Traditionally, the more
editorial control exerted, the more likely it was that a
company would be subject to the greater potential liability of

10Gee, e.g., Fair Housing Council v. Roommate.com, LLC, 521 F.3d
1157, 1162-63 (9th Cir. 2008) (en banc) (finding Roommate.com entitled to
CDA immunity for some aspects of the Roommates.com website, but not
for others; “A website operator can be both a service provider and a content
provider: If it passively displays content that is created entirely by third
parties, then it is only a service provider with respect to that content. But
as to content that it creates itself, or is ‘responsible, in whole or in part’
for creating or developing, the website is also a content provider. Thus, a
website may be immune from liability for some of the content it displays
to the public but be subject to liability for other content.”); East Coast Test
Prep LLC v. Allnurses.com, Inc., 307 F. Supp. 3d 952, 965 (D. Minn. 2018)
(dismissing plaintiff’s defamation claim against a Senior Moderator of the
Allnurses.com website, to the extent based on third party claims she
moderated, but not for her own posts), aff’d on other grounds, 971 F.3d
747, 752 n.4 (8th Cir. 2020) (noting that the plaintiffs did not challenge,
on appeal, the lower court’s ruling dismissing the defamation claim).

47 U.S.C.A. § 230(c)(2).
28¢e infra § 37.05[4][D].
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37.05[1][A] E-CoMMERCE AND INTERNET LaAw

a publisher, rather than the lower exposure to defamation
claims faced by distributors, such as newspaper vendors and
bookstores.™

By its terms, section 230(c)(2) requires action to be taken
for either of the exemptions set forth in section 230(c)(2) to
apply. While the applicability of section 230(c)(1) will be
determined by the nature of the claim (one seeking to hold a
defendant liable as a publisher or speaker) and whether the
content at issue comes from another information content
provider, entitlement to the exemptions created by subparts
(c)(2)(A) and (c)(2)(B) depend on affirmative conduct by an
interactive computer service or user and are not self-
executing.

By this statute, “Congress sought to spare interactive com-
puter services this grim choice [of taking no action or risking
greater liability by voluntarily filtering material] by allowing
them to perform some editing on user-generated content
without thereby becoming liable for all defamatory or
otherwise unlawful messages that they didn’t edit or delete.
In other words, Congress sought to immunize the removal of
user-generated content, not the creation of content . . . .”"

While subparts (¢)(1) and (¢)(2) provide independent
grounds for an interactive computer service provider or user
to qualify for the exemption, the two sections form part of a
coherent statutory scheme and in some cases may provide
overlapping protection. Section 230(c)(1) exempts cases such
as Stratton Oakmont where liability is premised on an
interactive computer service provider or user acting as a
publisher or speaker, while subpart 230(c)(2)(A) broadly
exempts liability for actions such as those undertaken by
Prodigy in the Stratton Oakmont case from which a duty to
act otherwise might be inferred. In cases such as Stratton
Oakmont, interactive computer service providers and users
would be deemed exempt under both provisions. In other
cases, however, parties may only be entitled to an exemption
under one or the other subpart.'

By their plain terms, both subparts (c)(1) and (c)(2) reach

13See, e.g., Restatement (Second) of Torts § 581, at 231 (1977); supra
§§ 37.03[3], 37.04.

YFair Housing Council v. Roommate.com, LLC, 521 F.3d 1157, 1163
(9th Cir. 2008) (en banc) (emphasis in original).

®*Where an interactive computer service provider or user is entitled
to either exemption, the one provided by section 230(c)(1) is preferable.
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more broadly than the facts of Stratton Oakmont. Subpart
(c)(1) exempts causes of action premised on publisher or
speaker liability—not merely defamation—and subparts
(e)(2)(A) and (c)(2)(B) exempt any action—not merely efforts
to filter certain words or screen content.

As explained by the Ninth Circuit,

Subsection (c)(1), by itself, shields from liability all publication
decisions, whether to edit, to remove, or to post, with respect
to content generated entirely by third parties. Subsection
(¢)(2), for its part, provides an additional shield from liability,
but only for “any action voluntarily taken in good faith to re-
strict access to or availability of material that the provider
. . . considers to be obscene . . . or otherwise objectionable.”
§ 230(c)(2)(A). Crucially, the persons who can take advantage
of this liability are not merely those whom subsection (¢)(1) al-
ready protects, but any provider [or user] of an interactive
computer service. See § 230(c)(2). Thus, even those who cannot
take advantage of subsection (c)(1), perhaps because they
developed, even in part, the content at issue, see Roommates,
521 F.3d at 1162-63, can take advantage of subsection (¢)(2) if
they act to restrict access to the content because they consider
it obscene or otherwise objectionable. Additionally, subsection
(c)(2) also protects internet service providers [sic]'® from li-
ability not for publishing or speaking, but rather for actions
taken to restrict access to obscene or otherwise objectionable
content."”

Section 230(c) not only affords immunity for interactive
computer service providers and users in U.S. litigation, but
it also provides a defense to recognition or enforcement of a
foreign judgment of defamation against an interactive com-
puter service provider where liability would be inconsistent
with section 230 had the judgment been entered in the
United States.” Judge Nicholas G. Garaufis of the Eastern
District of New York, in a case of first impression, further

Subpart (c¢)(1) focuses on the nature of plaintiff’s allegations, which may
lend itself better to a motion for summary judgment—or even a motion to
dismiss or judgment on the pleadings. See infra § 37.05[7]. By contrast,
because a defendant must show good faith to prevail under section
230(c)(2)(A), it may be more difficult to prove entitlement to that safe
harbor short of trial.

"®The Good Samaritan exemption applies to interactive computer ser-
vice providers and users, not Internet Service Providers, which is the term
that the Barnes court mistakenly uses.

"Barnes v. Yahoo!, Inc., 570 F.3d 1096, 1105 (9th Cir. 2009).

8See 18 U.S.C.A. § 4102(c); infra § 37.09[3] (analyzing the statute
and its practical effects). This defense applies to interactive computer ser-
vice providers only, not users, and only with respect to defamation which,
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held that CDA immunity applies to cases brought in the
United States, regardless of where the claim arose or what
law applies because the location relevant for purposes of the
CDA “must be where redress is sought and immunity is
needed . . . .”" The Second Circuit subsequently reversed
the district court on jurisdictional grounds, expressing no
view on whether the CDA would apply to a foreign law
dispute adjudicated in a U.S. court,?® although another
district court followed Judge Garaufis in holding that it does*
in a ruling affirmed by the Ninth Circuit.?

The Good Samaritan exemption does not apply to “[flederal
criminal statute[s,]”® “any law[s] pertaining to intellectual
property,”® or the federal Electronic Communications

while broadly defined, is still narrower than the full range of claims
preempted by the CDA. See infra § 37.09(3].

®See Cohen v. Facebook Inc., 252 F. Supp. 3d 140, 158-60 (E.D.N.Y.
2017) (dismissing claims brought under Israeli law as preempted by the
CDA), rev’d on jurisdictional grounds sub nom. Force v. Facebook, Inc.,
934 F.3d 53, 72-75 & n.32 (2d Cir. 2019) (expressing no opinion on whether
“the district court’s conclusion that Section 230 applies to foreign law
claims brought in the United States.”), cert. denied, 140 S. Ct. 2761 (2020).

DGee Force v. Facebook, Inc., 934 F.3d 53, 72-75 & n.32 (2d Cir. 2019).

#See Gonzalez v. Google, Inc., 282 F. Supp. 3d 1150, 1161-63 (N.D.
Cal. 2017) (following Cohen v. Facebook in concluding that the CDA ap-
plies to claims brought by family members of a victim of the November
2015 ISIS terrorist attack in Paris, against Google, under the Anti-
Terrorism Act, 18 U.S.C.A. § 2333(a), based on Google’s ownership and
operation of the YouTube platform, which plaintiffs alleged provided mate-
rial support to terrorists, and dismissing those claims pursuant to the
CDA), affd, 2 F.4th 871, 887-88 (9th Cir. 2021).

22G8ee Gonzalez v. Google LLC, 2 F.4th 871, 887-88 (9th Cir. 2021).

B47 US.CA. § 230(e)(1) (“Nothing in this section shall be construed
to impair the enforcement of section 223 or 231 of this title, chapter 71
(relating to obscenity) or 110 (relating to sexual exploitation of children) of
title 18, or any other Federal criminal statute.”). The exclusion for federal
criminal laws has been construed to apply to criminal prosecutions, not
civil claims brought under federal criminal statutes. See, e.g., Doe No. 1 v.
Backpage.com, LLC, 817 F.3d 12, 23 (1st Cir. 2016) (construing section
230(e)(1) to apply to federal criminal statutes but not civil claims brought
under federal criminal statutes); Force v. Facebook, Inc., 934 F.3d 53,
71-72 (2d Cir. 2019) (holding section 230(e)(1) inapplicable in a civil ac-
tion), cert. denied, 140 S. Ct. 2761 (2020); Gonzalez v. Google LLC, 2 F.4th
871, 890 (9th Cir. 2021) (“We agree with the First and Second Circuits,
and hold that § 230(e)(1) is limited to criminal prosecutions.”).

247 US.CA. § 230(e)(2) (“Nothing in this section shall be construed
to limit or expand any law pertaining to intellectual property.”); see gener-
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Privacy Act® “or any similar State law.”® The legislative his-
tory also makes clear that the exemption is not intended to
limit potential liability for cancelbots.?” Pursuant to a 2018
amendment, the CDA also excludes three categories of
federal civil and state law criminal charges relating to sex
trafficking and the promotion of prostitution (including re-
lated advertising), but these exclusions only apply to the
Good Samaritan exemptions created by sections 230(c)(1)
(for republication of content originating with another infor-
mation content provider) and 230(c)(2)(B) (for screening
software), not section 230(c)(2)(A) (for good faith measures to
restrict objectionable content) which continues to provide a
defense for these claims and charges.?® The scope of these
exclusions, and in particular the ones for any law pertaining
to intellectual property and sex trafficking, which require
more detailed analysis, are analyzed further in section 37.
05[5].

Where either subparts (¢)(1) or (c)(2) apply, they potentially
foreclose a wide array of state civil claims and criminal
charges and federal civil laws. The Good Samaritan exemp-
tion expressly preempts inconsistent state laws,* but not

ally infra § 37.05[5][B].

%47 U.S.C.A. § 230(e)(4). The Electronic Communications Privacy Act
is comprised of two separate titles. Title I (18 U.S.C.A. §§ 2510 to 2521)
proscribes the intentional interception of electronic communications, while
Title II (18 U.S.C.A. §§ 2701 to 2711) prohibits unauthorized, intentional
access to stored electronic communications. See generally infra §§ 44.06,
44.07. Title I, among other things, prohibits the interception of email com-
munications sent over the Internet or otherwise in interstate commerce.
E.g., United States v. Maxwell, 42 M.J. 568 (A.F.C.C.A. 1995), aff’d in
part, 45 M.J. 406 (U.S. Armed Forces Ct. App. 1996); infra § 44.06. ECPA,
however, generally does not prohibit employers from intercepting em-
ployee email unless the employer creates express or implied expectations
of privacy in those communications. See infra §§ 44.06, 44.07, 58.07[5][A].

%647 US.C.A. § 230(e)(4) (“Nothing in this section shall be construed
to limit the application of the Electronic Communications Privacy Act of
1986 or any of the amendments made by such Act, or any similar State
law.”).

#(Conference Report 104-458, 104th Cong. 2d Sess. 194 (1996). A
cancelbot is an algorithm or command script that automatically deletes all
messages from a specified source. Paul Evan Peters, “In Your Face in
Cyberspace,” Educom Review, Sept/Oct. 1994.

2BGee 47 U.S.C.A. § 230(e)(5); see generally infra § 37.05[5][C] (analyz-
ing these exclusions).

247 US.C.A. § 230(e)(3) (“No cause of action may be brought and no
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those consistent with its provisions.*® It also applies to

liability may be imposed under any State or local law that is inconsistent
with this section.”).

¥The statute does not “prevent any State from enforcing any State
law that is consistent with this section.” 47 U.S.C.A. § 230(e)(3). As
expressly stated in the statute, the purpose of section 230 is to promote
the development of the Internet and other interactive computer services
and media, preserve the free market for the Internet and online services
without state or federal government regulation, encourage the develop-
ment of technologies that maximize user control over what information is
received by users, remove disincentives for the development and use of
blocking and filtering technologies that parents may use to restrict chil-
dren’s access to objectionable or inappropriate online material and ensure
the enforcement of federal criminal laws to deter and punish trafficking in
obscenity, stalking, and harassment by means of computer. 47 U.S.C.A.
§ 230(b).

Virginia has a mini-CDA statute that provides parallel protection
for interactive computer services to the federal statute (except that its
protection for republication is limited to the internet). See Va. Code Ann.
§ 8.01-49.1. This state provision potentially extends the scope of CDA-like
immunity to those state claims under Virginia law that otherwise may not
be subject to CDA preemption because they fall within the exclusions to
CDA immunity set forth in 47 U.S.C.A. § 230(e), which are analyzed in
section 37.05[5]. The Virginia statutes provides, in relevant part:

No provider or user of an interactive computer service on the Internet shall be
treated as the publisher or speaker of any information provided to it by an-
other information content provider. No provider or user of an interactive com-
puter service shall be liable for (i) any action voluntarily taken by it in good
faith to restrict access to, or availability of, material that the provider or user
considers to be obscene, lewd, lascivious, excessive